
Requestor :  

Request Date :  Presented : 

COMPONENT

ESTIMATED 

LABOR 

HOURS 

 RATE
ESTIMATED              

CHARGES
Quantity

AMOUNT OF 

SERVICES 

SELECTED

Acquisition of Hard Drive, Forensic Image of Hard Drive 

Data and Hard Drive Return (80 gig) 6 $95.00 $570.00  $                          -   

Analysis of Hard Drive Data and Forensic Summary
4 $95.00 $380.00  $                          -   

Acquisition of Web Usage Data (3 months) 2 $95.00 $190.00  $                          -   

Analysis of Web Usage Data and Forensic Summary (3 

months)
4 $95.00 $380.00  $                          -   

Acquisition of Email Data (3 months)
2 $95.00 $190.00  $                          -   

Analysis of Email Data and Forensic Summary (3 months)
6 $95.00 $570.00  $                          -   

Forensic Image Data Storage (80 gig, rate per month)
$5.00  $                          -   

  

Total $0.00

Approval Signature

Notes: 

Security Analyst Contact :  Daniel Boone | Daniel.Boone@azdoa.gov | (602) 826-1861

(2) Estimate based on normal circumstances. Extenuating circumstances may require additional 

      billable expenses. Customer will be contacted for approval if additional hours required.

(1) If you wish to have the quoted work performed, contact Daniel Boone

Estimate  -  ADOA AIS -  Secure Forensics Investigation 

Response to Request for Service

Entity : 

Scope of Work :  Protect the subject computer system during the forensic examination from any possible alteration, damage, 

data corruption, or virus introduction. Discover all requested relevant files on the subject system. This includes existing normal 
files, hidden files, password-protected files, and encrypted files. Recover all (or as much as possible) of discovered deleted files. 
Reveal (to the extent possible) the contents of hidden files as well as temporary or swap files used by both the application 
programs and the operating system. Access (if possible and if legally appropriate) the contents of protected or encrypted files. 
Print out an overall analysis of the subject computer system, as well as a listing of all possibly relevant files and discovered file 
data. Provide the system layout, the file structures discovered, discovered data and authorship information, attempts to hide, 
delete, protect, encrypt information, and anything else discovered and relevant to the items requested during the computer 
system examination. Provide expert consultation and/or testimony, as required.

QUOTE VALID FOR 30 DAYS


